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Abstract

Over the past few years, the Internet of Things has made significant steps towards becoming a reality. Until now, this has been largely the widespread usage of smartphones and tablets but further technological advancements are required before it can truly reach its potential. While advancements are being made for hardware issues which serve as barriers for potential new products (e.g. low-power network connectivity), as of yet, there has been little progress made in the way of developing new security standards. The estimated 50 billion internet-connectable devices in circulation by the year 2020 raises major questions about the scalability and suitability of existing internet security mechanisms.

The existing mechanisms used to provide privacy, data integrity and end-entity authentication between communicating peers are well-established (e.g. TLS). Designed 20 years ago with systems such as home computers primarily in mind and involving complex computational processes, they may not be feasible for devices with limited resources such as the small embedded systems which will permeate the Internet of Things. The currently Internet-security infrastructure has also had its reputation seriously damaged by recent events such as the disclosure of the PRISM surveillance programme.

This research paper proposes an alternative authentication protocol using a graph theory based zero-knowledge proof which is suitable for the resource constrained networks and systems of the Internet of Things. While the protocol currently requires a-priori knowledge about the network setup and structure, it includes provisions to handle a key-sharing approach which guarantees perfect forward secrecy.

The purpose of this research is to further determine the requirements of a security infrastructure for the embedded processors of the Internet of Things while assessing the feasibility and practicalities of the alternative authentication protocol proposal through the development of an initial prototype.
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1 Introduction

Overview
The Internet of Things (IoT) is only beginning to become a reality, with a high level of interest from a wide variety of industries keen to exploit the possibilities it offers, as evidenced at CES this year by the likes of Internet-connectable toothbrushes (Clark & Fowler, 2014), it can only continue to rise in prominence for the foreseeable future. Forecasted growth rates for the number of IoT devices in circulation range are universally high.

The emergence of the Internet of Things (IoT) is set to radically alter the face of the Internet, significantly increasing the number and range of devices connected to the internet. However, existing internet security standards were designed with systems such as home computers in mind and therefore may not be suitable for the smaller internet enabled devices. This research looks into the issues IoT is currently facing regarding the secure transmitting of data.

1.1 Motivation
Privacy, data integrity and end-entity authentication are essential features of computer communication. The lack of a standardised approach with which to adequately achieve these features for small embedded systems was the primary motivation of this research.

The de-facto standard to provide these features is Transport Layer Security (TLS), which utilises digital certificates and asymmetric cryptography for authentication and the sharing of a symmetric key for continued confidentiality of data. Nearing 20 years of age, TLS was not designed with embedded systems in mind and there has yet to be any signs of an IoT-friendly variation to the standard emerging in the foreseeable future.
Without a public-key infrastructure, the security capabilities of small embedded systems within the Internet of Things are severely constrained, having to either depend on compromises such as pre-shared and manually inputted keys to encrypt data, or transmit data without encryption. The anticipated increase in the number of resource-constrained Internet-enabled devices in the next few years as the Internet of Things continues to emerge will bring with them a whole new range of security concerns which need to be addressed.

1.2 Research Hypothesis

The emergence of the Internet of Things raises questions about the suitability and scalability of existing computer communication security standards. Zero-Knowledge Proofs (ZKP) offer an alternative means of authentication with significantly lower overheads which may be an ideal alternative to existing approaches for resource-constrained devices.

The role of this research was to evaluate the existing and projected environment of the Internet of Things. From this understanding, develop an authentication protocol using ZKPs which meets the requirements of Internet security as best possible without the need for resource-consuming processes.

1.3 Scope

The limited timeframe and lack of prior research materials available to work from put considerable limitations onto the scope of the research. Primarily, this research aims to provide the initial groundwork with which to build a new public-key infrastructure for the resource constrained networks and devices of the Internet of Things.

The problem was approached from the following two angles so as to meet the desired objectives of the thesis statement.

Objective 1:

With the rapid development of the Internet of Things, there were constant new developments occurring for the duration of this research. To ensure the research remained relevant, there was a need to present a thorough understanding of the advancements being in research made from the hardware side toward a fully-realised Internet of Things.
Due to the inextricably linked nature of IoT to the existing Internet framework, a solid understanding of existing Internet standards was also necessary along with some background information as to how and why standards are developed. A thorough understanding of the cryptographic approaches involved in modern Internet standards was very important for assessing the quality of alternative approaches.

Objective 2:

In conjunction with the generalised research into IoT, an alternative authentication approach has been proposed as an alternative to TLS which utilises a zero-knowledge proof to reliably authenticate devices for a relatively low computational overhead (Goldwasser, Micali, & Rackoff, 1985). An initial proof-of-concept prototype was to be developed to ensure the protocol’s viability. Following the successful implementation of this initial prototype, the focus moved toward achieving a means with which to ensure confidentiality of data sent over the network and an updated version of the prototype was produced which aims to achieve this goal.

1.4 Published Works

The work undergone in the research process for this thesis led to papers for the work being accepted at two conferences to be presented over the summer of 2014. This thesis expands upon the content of these papers by delving into the subject in significantly greater detail. It also features a practical implementation of the protocol.

- “ZKP in M2M Communications”
  Irish Signals & Systems Conference 2014; Limerick, Ireland
  (Schukat & Flood, 2014a)
- “Peer-to-Peer Authentication for Small Embedded Systems”
  10th Annual Conference on Digital Technologies, Zilina, Slovakia
  (Schukat & Flood, 2014b)
1. Introduction

1.5 Thesis Layout

- The proceeding chapter of the thesis provides a broad overview of the range of areas which a reasonable range of knowledge is necessary to be able to adequately assess the requirements of the Internet of Things:
  - Existing Internet standards and the system through which they were both created and are maintained
  - Technical and historical aspects of computer security
  - The Internet of Things itself, covering the current environment, future projections and steps being taken to advance the concept
  - A brief overview of the underlying concepts in zero-knowledge proofs.

- Chapter 3 focuses in detail on the individual design objectives for the prototype; the reasons behind these choices and assessed alternatives are also covered. This chapter effectively covers the steps involved prior to the development of a working protocol.

- Chapter 4 expands upon the design objectives by delving into the technical aspects of how they were implemented into the overall programme and areas for potential improvement.

- Chapter 5, assesses the initial recorded results of each multiple versions of our protocol to each other and to differing hardware specifications.

- Chapter 6 attempts to provide a brief overview of some of the potential avenues which future work may go down.

- The final chapter contains the author’s concluding comments regarding the research and their ideas for future work.
7 Conclusion

The purpose of this research was to assess whether there was a need for a resource-efficient alternative to the existing Internet security standards given the emergence of the Internet of Things. To further understand and gauge the viability of such a proposal, a protocol had to be designed with a prototypical implementation.

To fully assess the requirements of such a protocol, extensive research into the environments and standards of the Internet of things and general Internet security needed to be undertaken. The results of this research are present in the literature review and frequently referred to throughout the research. Additional research efforts into areas were also undertaken but are largely tangential to the purposes of this research paper (e.g. graph theory, programming).

Over the period of time in which this research has occurred both the Internet of Things and concerns regarding the security of the Internet of Things have risen significantly in prominence. While the latest version of TLS which is in development removes some of the noted weaknesses of the current infrastructure such as the lack of perfect forward secrecy, there has been little to suggest that there will be any particular efforts made to cater for the small embedded systems and wireless sensor nodes of the Internet of Things.

The results of the testing process as outlined in chapter 5 show that the protocol already operates well on low-powered home computers. With considerable scope for optimisation in all areas other than the communication overheads of the protocol, there is little reason to not continue developing the protocol.
Appendix

Flow-chart specifications for the initial static Diffie-Hellman key exchange
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